	Overview

	Title
	PDF Scan Report Generation

	Description
	This use case describes how Scan Report (PDF format) should be generated.

	Actors and Interfaces
	Regular User/Administrator; Show Scan page1

	Pre-Conditions
	The scan is completed.

	Basic Flow

	1: The use case begins with Regular User/Administrator clicks PDF “Download” button, or PDF “Email” button. 
2. The system generate Scan Report in PDF format.
3. The user case ends successfully.


	Alternative Flows

	None

	Post-Condition

	1. Successful Completion
The PDF format scan report generated according to specific format2.



1: Show Scan page
[image: ]
2: PDF Scan Report Format
The PDF Scan Report Format should follow the structure of HTML Scan Report Format. Please refer to HTML Scan Report Format to see how the content should be organized. Before you implement the PDF format, please discuss the template format with me first.




	Overview

	Title
	Send Scan Report (PDF Format) to Recipient

	Description
	[bookmark: _GoBack]This use case describes how to send Scan Report (PDF format) through email.

	Actors and Interfaces
	Regular User/Administrator; Show Scan page1

	Pre-Conditions
	The scan is completed.

	Basic Flow

	1: The use case begins with Regular User/Administrator clicks “Email” button.
2. The system displays a pop-up window2 that prompts for receipt Email address. 
3. The Regular User/Administrator enters an Email address.
4. The Regular User/Administrator clicks “Send Email” button.
5. The system displays a pop-up windown3 “Scan Report Email Sent”.
6. The Regular User/Administrator clicks “Close” button to close pop-up window.
7. The user case ends successfully.


	Alternative Flows

	None

	Post-Condition

	1. Successful Completion
The recipient received Scan Report (PDF format).


(Please note: this use case uses PDF format as an example. This test case will be applied to other scan report format, such as HTML, JSON, Marshall, XML, and YAML. The Scan Report in all different formats should be able to be sent through Email.)
1: Show Scan page
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2. Pop-up window (Email prompt window)
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3. Pop-up window (Email sent)
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Cllent-side scripts are used extensively by modem web appications. The
manipuiation of cllentside data and Operating System nteraction

igh = perform from simple functons (such as the formattng of text) up to full

Cross Site Scripting (XSS) allows clents 1o Inject Scripts Into a request and have the server return the Script to the client n the response. This occurs.

Cross-Sito Scripting (X5S)
) Decause the appiication is taking unirusted data (in this exampe, from the cllent) and reusing It without performing any validation or santisation

Cross.Site Scrpting (XSS) in script context
I the Injected script i retumed immediately his is known as reflected XSS, If the Injected Script s Stored by the Server and retumed 1o any clnt visiing the
affected page, then this s known as persistent XSS (also stored XSS).
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